Security policy

General

All Simplity’s development engineers must attend regular security training focused on writing secure code,
performing a security code review, and testing. We are strongly focusing on regular code review as well
as website and application security scans. Security review is performed in two ways:

- Manually by our security team
- Automatically by our static review analysis tool before every merge request to the master branch

Data storage

Accurity stores the data in the private cloud provided by VShosting in the data center in Europe (Prague).
Project data represents all your content created within the Accurity application. We also back up the data
daily and store the backups for 5 days.

Availability
We continuously monitor all our services to ensure the highest availability.

GDPR compliance

We take compliance with the European General Data Protection Regulation (GDPR) very seriously. We
store only necessary personal information about our users. Detailed information on what personal
information we collect and why are available in our Memorandum on the Processing of Personal Data,
Privacy policy and Cookies policy.

ISO certifications
ISO recognizes organizations worldwide that successfully pass a full third-party audit. The audit
determines whether processes, products, and services fulfill the I1SO criteria.

Following the third-party audit, Simplity gained the following ISO certifications, which apply to all Simplity
products of Accurity Family:

ISO 9001:2015 — Quality Management System
ISO 27001:2013 - Information Security Management System

If you believe you’ve found a security vulnerability in the Accurity application, we encourage you to let us
know right away by emailing support@accurity.eu.

If you have any questions regarding the security of any Simplity content, do not hesitate to contact us.
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